
Aligning Technology Solutions to 
Address Over-the-Horizon Threats

As the world’s geopolitical landscape shifts, so do threats to this nation. To 
confront these challenges, we must lay the groundwork today for solutions that 
address the next five years and beyond.

What We Do 
Pacific Northwest National Laboratory’s Center for Global Security brings 
together national and global security experts, policy makers, and the private sector 
to address future threats by

 catalyzing forward-looking national security solutions for the U.S. Government

 bridging the gap between policy development and technology implementation

What We offer 
 Focused insights from a broad community about the highest-priority 

emerging and over-the-horizon security threats and issues

 Analysis results to support U.S. policymakers and the science and technology 
community in making informed and strategic decisions about future research 
and development investments

 Window into a robust portfolio of technology expertise

Who We are
 A component of the National Security Directorate of the Pacific Northwest 

National Laboratory, a U.S. Department of Energy national laboratory with 
more than 2,000 staff who are addressing national security problems

 Trusted, objective source of national security expertise at senior levels 
 of government and policy bodies

 Leader of multi-stakeholder regional, national, and international 
 security initiatives
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PNNL’S Center for 
Global Security 
Answering the questions:

 What are the emerging 
new classes of threats—
biological, chemical, 
cyber, information theft, 
explosives, weapons of 
mass destruction—or 
something not yet seen?

 What strategies and 
technologies will future 
attackers deploy?

 How should the science, 
technology, and legislative 
communities focus their 
investments to best 
prepare the nation against 
future harm?


